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Introduction - Capture Pro Network Edition
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This chapter provides an introduction to Capture Pro Network Edition and
some of its unique features.

Purpose Capture Pro Software Network Edition enables Capture Pro workstations to
interoperate with each other using a set of Network Edition servers for the
purpose of:

+ Remote Administration which automatically shares setups between
connected workstations

 a centralized License server which enables dongle-free operation of clients
+ centralized batch counters

» Remote Output for off loading computer-intensive output jobs to output
servers
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Remote Capture Pro Software maintains its various “setups” (Job, Page, User, etc.) in

Administration (RA) files. Capture Pro Software Network I.Edit.ion allows yvorkstations to shgre a
global, common set of setups by replicating these files between participating
workstations. If these workstations do not require setup changes or access to
other Remote Administration functions (i.e., batch counters), some operations
can be performed offline.

All workstations in a Network Edition workgroup share the same setup files.
Local, unique setups that are specific to a workstation are not supported.
Although the Remote Administration is designed for casual use by a small
number of administrators, safeguards are built in to prevent inadvertent data
overwrites by users updating the same setup in parallel.

Initial synchronization When a Capture Pro Software Network Edition client initially starts up, it will
synchronize with its RA server. This may take several minutes.

During synchronization:

» Any setups on the server that do not exist on the client will be copied to the
client.

» Any setups on the client that do not exist on the server will be copied to the
server.

« If a duplicate setup exists, the server’s setup will overwrite the client’s setup.

When this operation is successful, periodic updates will maintain the common
setups across workstations and it is not necessary to resynchronize when the
application restarts.

If any errors occur during synchronization, the client will exit and the operation
will be restarted.

Setup updates Once synchronized, Network Edition clients will periodically poll the RA server
to check for updates.

Each specific setup is versioned and a database is maintained for each client
indicating every setup and current version. If a new setup or newer version of
an existing setup is detected on the server, it will automatically be downloaded
to the client.
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Data conflicts Versioning is also used to prevent data conflicts during the creation or update
of a setup. When a user creates or changes a setup, the following occurs:

1. The user opens a Setup dialog box.

2. The system checks to be sure no one is currently changing setups. Since
some files are shared between setup types, only one workstation at a time
is allowed to perform updates. If any setups are open, the user will be
prompted to try again later.

NOTE: An override option is available but is not recommended. This will
allow a user to steal the lock but it may result in data conflicts.

3. The user saves the new or changed setup.

The update service verifies that the workstation has the most recent
version of the setup (if it previously existed).

If the service detects that the server has a more recent version, a Data
Conflict error will be returned to the application. Although this is rare, if this
does happen, it is a result of a user stealing the setup or some other
background update that occurred as a side effect of some other
processing. The user can:

» select another name for the setup or discard their changes, or

+ exit the Setup window, wait for the conflict to be resolved and reattempt
the change following an update cycle.

5. The update service will lock the setup which prevents other workstations
from modifying it while the upload is in progress. If the update service
cannot obtain a lock (another user is in the process of updating the setup)
a Data Conflict error will result. Remedies for this are the same as
described in Step 2.

6. If no data conflicts occur, the setup will be uploaded to the server which will
then increment the version for the specific setup files.

7. Other workstations will detect the more recent version(s) on the server and
download it.

Although changes are submitted from a client to the server when they are
made, downloading new setups from the server to the client occurs
periodically and is not event-driven. Therefore, a small delay will occur
between the time a new setup is created and the time it is replicated and
becomes visible on other workstations. It is recommended that at least 2
minutes be allowed for this process to occur. During this time, data conflicts
may persist but simply waiting for the update cycle to occur should bring things
back into synch and allow update operations to proceed. Following a data
conflict, it is recommended that users close out any setup windows and reopen
the setup after waiting to allow data refresh to occur.
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Deleting and renaming Currently, setups cannot be deleted or renamed because it is impossible to

setups detect if other workstations in the NE workgroup have the setup in use.
Centralized Batch The Remote Administration server supports a central batch counting facility,
counters both at a system level and job level.

These counters are shared throughout the NE workgroup. When a batch is
created, if a batch counter is included in the batch name formula, the NE client
will request the next counter from the RA server and it will be automatically
incremented.

Some changes have been made to the NE client to accommodate this. Since
the counter is global, users can no longer change batch counters when they
create a new batch. The batch name window will be “grayed out”. This implies
that jobs which include batch counters in batch name formulas cannot be used
in off line mode.

In Network Edition, no one can change the system-level batch counters. Job-
level batch counters can still be reset through the job setup; however use
caution when doing this to avoid batch name conflicts.
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Remote Output

Output server
configuration

License server

The optional Remote Output server transfers entire batches to remote servers
for output processing. This feature off-loads processor-intensive output tasks
(like creating searchable PDF files) from client workstations. In benchmark
tests, remote output has been demonstrated to improve overall system
throughput significantly for processor-intensive output jobs compared to local
processing or shared folder-based workgroups.

Remote Output is selected on a per-job basis using the Setup menu. Jobs can
be assigned to specific servers, or servers can be selected from a list in round-
robin fashion.

When a Remote Output batch is output:

« the local output processor detects that it is a remote batch, transfers it to the
remote output server, signals the remote server, and sets its local status to
“processed”.

» the Remote Output server processes the batch and updates the batch
information file.

» the Remote Output server detects changes in the status of the remote batch
on the originating client and transfers status information and logs to the
client. If the batch is deleted after processing, it will also be deleted on the
originating workstation. However, the batch history will be maintained on the
Capture Pro Software Server until it is explicitly removed.

If any errors occur during processing, corrections must be made on the
originating workstation and the entire batch resubmitted. No Capture Pro client
user interface is available on the server.

Remote output servers are not self configuring. Many job setups are
dependent on the presence of various plug in’s, the existence of particular
paths and directories, user dictionaries, and other optional manually
configured parameters. The system administrator must configure the Remote
Output server so that all necessary support software and other configurations
are in place to support the job mix that is intended to be processed on the
server.

The License server provides on-demand licenses to NE client workstations. It
is an optional feature of Network Edition and standard dongle-based licenses
can continue to be used in combination with the other features described in
this section.

To operate in “dongle-free” mode and obtain a license from the License server,
the user only needs to unplug any dongles and restart the Capture Pro client.
Upon startup, if the client does not detect a dongle, it will automatically request
a license from the server.

Licenses are requested and renewed automatically and transparently. A user
will be informed only if a failure occurs.

Upon receiving a license request, the License server will look for an available
license. The License server maintains a set of licenses at various scanner
levels. When the License server receives a license request, it will search the
license table for a license that matches the exact scanner level requested.
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 If no license is available, the License server issues the next highest
available license. Licenses are issued in the following rank order: A, B,
Indexing, C, D, DX, E, F, G. Therefore, if all A’s have been issued, a request
for an A license may be fulfilled with a B license or higher.

» Auto Import license requests may result in the issuance of an Auto Import
“Edition” license (which only allows Auto Import) or an E or above (which
allows Auto Import as well as enabling appropriate scanners).

* If none are available, the request will fail.

Once a client (or output server) receives a license it will be automatically
renewed. Administrators can monitor available licenses, when they were
granted, and when they will expire using the Capture Pro Dashboard.
Sometimes if a workstation goes into “sleep” mode a license renewal may fail.
In this event, a message will be displayed informing them that the license
renewal failed, but after clicking OK a new license will be obtained
automatically. Normally, clients renew their licenses transparently in the
background.

Each license is granted for a specific duration. If it is not renewed within this
period, the client will be unable to operate. This duration is currently set to 10
minutes. The client will continue to operate for this interval while issuing
warnings that the license is due to expire.

If a license fails to renew due to sporadic communication failures or other
issues, it should only be necessary to acknowledge any error messages and
the client will automatically obtain a new license. Some errors may require an
application reset.

Fail over Network Edition clients have the ability to “fail over” without reconfiguring
software. If a server fails, an administrator can enable a backup server which
has been pre-configured into each clients’ server map and it will automatically
find the server.

» License server fail over is largely transparent. An initial license renewal
failure will be observed, but after a user clicks OK, the request will
automatically fail over to the next License server on the list. No further user
action is required.

* Remote Administration server fail over is less transparent than License
server fail over. As described above, all workstations in a NE workgroup
share identical setups. When moving to a different server, clients will have to
perform the initial synchronization operation again to bring them into synch
with the new server.

Therefore, when a new server is started up, it should be done with the full
awareness of all participating clients which must all be restarted in order for the
initial synchronization to occur.
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1 Administration

Contents Network Edition OVEIVIEW ..........cocviiiiiiiiieie et 1-2
SyStEM reqUIrEMENTS .. ..ooiiiiiiiie e e 1-3
Installation and configuration ............ccccveeiieii e, 1-4

Step 1: Site Planning ......cooeiiiiiiie e 1-4
Step 2: Server SEIUPD oo 14
Step 3: Installing the License server and Remote Admin server
SOFIWETIE ... 1-5
Step 4: Verifying your Network Edition license ...........ccccccveeviieeeeennne. 1-6
Step 5: (optional) Configuring IS site binding with a
CA certified SSL certificate .........cooieiiiiii e 1-6
Step 6: (optional) Upgrading servers form HTTP to HTTPS................. 1-7
Step 7: Installing the License Manager ..........ccocccoveiiiiiniiiieeeeee, 1-7
Step 8: Server Map configuration ............ccccociiieiieie e, 1-7
Step 9: Optional: Installing the Output server software ........................ 1-8
Step 10: Optional: Use SQL Server database.............ccccccevvvevivnvnnnne. 1-10
Step 11: Installing the Network Edition Client software ...................... 1-1
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This chapter provides the required installation and configuration steps to set up
a Network Edition workgroup.
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The KODAK Capture Pro Software Network Edition enables Capture Pro
workstations to interact with web-based Internet Information Services (IIS)
Network Edition servers to:

» automatically share setups between connected workstations (Remote
Administration)

+ off-load computer-intensive output jobs to output servers (Remote Output)

» provide centralized management of licenses, batch monitoring, and other
operations through a web-based “dashboard” (CPDashboard)

There are two types of servers that support the Network Edition:

» Capture Pro Software Server (the Main server). This supports Remote
Administration (RA), License Service (LS), Capture Pro Dashboard and
Remote Batch Management features.

One of these servers is required in each Capture Pro Network Edition
workstation workgroup.

Following server installation a customer-specific license file will be loaded in
the License server to enable any Remote Output servers and Capture Pro
Software clients.

» Capture Pro Software Output Server. This server supports Remote Output
(RO) capabilities. This package is an optional part of the Network Edition
configuration, which may include one or many RO servers.

A Server Map (a xml file) provides path information that allows communication
between the workstations and servers. This Server Map is created before
installing Capture Pro Software through the use of a special Server Map
Manager Utility.
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Network Edition servers use firewall friendly protocols (web services sending
SOAP messages over HTTP port 80). Any workstation which can browse to a
web page served by any Network Edition server will support Network Edition
services. No special firewall configuration on client workstations is required as
most firewalls are pre-configured to allow web page browsing.

The Network Edition server PC must be configured to allow Port 80 for HTTP
communication.

System requirements Before installation and configuration, verify that your system meets the system
requirements as outlined in our product specifications on the Kodak Alaris
website at the following link:

Specifications link https://www.alarisworld.com/en-us/solutions/software/document-scanning-
software/capture-pro-software#Specifications

Installation and The following steps are required for setting up a successful installation and
configuration configuration of Capture Pro Software Network Edition.
Step 1: Site planning Identify all servers which will be included in the configuration. This information

will be used in Step 5 when creating the server map.
Servers will be identified by:

» Server name: a user friendly name which will be used in the Server Map to
identify the server. This can be the actual computer name. This name is just
a “label” used to help associate a particular server with its function and
hostname.

* Hostname: computer name or IP address, used in URL’s to establish
network connections.

* Function (server type): License server and Remote Administration server
(Main server) or Remote Output server.

NOTE: Gigabit Ethernet connections between client and servers are
recommended for Remote Output, and 100 MB connections are
required for all services.

IMPORTANT: Network Edition servers should not be open to the
internet.

Step 2: Server setup Server setup is a customer responsibility. See Appendix A for operating
system-specific options.
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Step 3: Installing the
License server and
Remote Admin server
software

The Capture Pro Server Software may be downloaded from the http:/
www.kodakalaris.com/go/CaptureProNEDownload website.

Start installation:

» Download, save and run CapProNEServerSW_x_x.exe from the
website, or
At the language screen, select the desired language and click Next.

Click 1 accept after you have read and agreed with the terms of the
Software License Agreement.

Select | will not be using a USB Hardware Key and click Next.

NOTE: If you purchased the optional USB Hardware Key, select | have
inserted my USB Hardware Key and click Next.

The Software Serial Number screen will be displayed.

Enter your software serial number and click Next. The Product
Registration screen will be displayed.

Enter your registration ID as shown in the license notification email you
received. If you do not have a registration ID, select Register Now and
complete registration. Click Next. The Get License screen will be displayed
while the license is being obtained from the Alaris License server.

To enable a secure client/server connection, select the Enable HTTPS
checkbox.

Alaris Capture Pro Batch Output Server - InstallShield Wizard -
Enable Secure Connection
Configure server for secure connection

To support secure communication with dient applications, servers should be configured with
HTTPS

< Back ” Mext = ‘| Cancel

NOTE: If you are upgrading existing software, the current connection mode

will be retained. To enable an HTTPS connection, refer to “Optional:
Configuring IIS HTTPS site binding with a CA certified SSL Certificate”
on page 14 in Appendix A.

8. Click Next. Installation will begin.

9. At the Complete screen, click Finish.
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Step 4: Verify your 1. Log in to an administrator account directly on the License server.

Network Edition license 2. Start your web browser and type in the following:
http://localhost/KCSNEDashboard/CPDashboardTestPage.aspx#/Home,
or if HTTPS is enabled, type in:
https://localhost/KCSNEDashboard/CPDashboardTestPage.aspx#/Home.
The Capture Pro Dashboard will be displayed.

License Utilization

3. Select License Management to verify the number of licenses available in
each group.

NOTE: The Capture Pro Network Edition installer is shipped with a Self-
Signed certificate, which is installed by default. Navigating to the
dashboard through your web browser will display an error. To bypass
the error and see the content, select Continue to this website (not
recommended).

a) There is a problem with this website’s security certificate.
A

The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.
¥ Click here to close this webpage.

W Continue to this website (not recommended).

= More information

Step 5 (optional): You have the option to configure IIS with a CA certified SSL certificate, please
Configuring IIS site refer to “Optional: Configuring IIS HTTPS site binding with a CA certified SSL
binding with a CA Certificate” on page 14 in Appendix A.

certified SSL certificate If you choose this option, after installation of License server and Remote

Admin server software and Remote output server software, ensure that there
is only one “https” type binding for port 443 in the IS site bindings (if any other
SSL certificates are already installed).
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If License server and Remote Admin server software and Output Server
software are installed on different Server machines, then IIS configuration with
a CA certified SSL certificate must be performed on both machines. If a CA
certified SSL certificate is added to 1IS at a later point (after the installation of
License server and Remote Admin server software and Output Server
software), Kodak Alaris recommends:

+ uninstalling the software on both server and client.

* regenerating the KCServerMap.xml file with the newly added SSL'’s host
name and reinstall the software on both server and client.

Step 6 (optional): You have the option to upgrade License server and Remote Admin server
Upgrading servers from software and Remote Output server software from HTTP to HTTPS by running
HTTP to HTTPS KCSNetEditionHTTPSConfigTool from the installed location (default location

is “C:\Program Files (x86)\Kodak Alaris \Kodak Alaris\Tools\HTTP
Configuration Tool”).

Before running the tool KCSNetEditionHTTPSConfigTool, ensure that both
License server and Remote Admin server software and Remote Output server
software are upgraded to the same version. If CPDashboard is open in any
browser, close the browser before configuring to HTTPS.

If the Remote Output server software is installed on a different server, then
copy KCSNetEditionHTTPSConfigTool from License server and Remote
Admin server to Remote Output server and run the program.

If either the Licenser server and Remote Admin server or the Remote Output
server is configured to HTTPS, it is required that the other server is also
configured to HTTPS.

NOTE: Existing Capture Pro NE Client software should be upgraded to the
same version of Licenser server and Remote Admin server software in
order to support an HTTPS connection.

Step 7: Installing the The License Manager is used to maintain your Capture Pro Software Network

License Manager Edition license. The License Manager communicates with the Alaris License
Server to update an existing license, release an existing license or replace a
lost license.

The License Manager may be downloaded from the:
http://www.kodakalaris.com/go/CaptureProNEDownload website. Download,
save and run KCSPLM_x_x.exe.

Step 8: Server Map The server map is an XML formatted file named KCSServerMap.xml. The
configuration Server Map contains the name and URL'’s of the License server, Remote
Administration server and optional Remote Output server.

The Server Map is constructed using the Server Map Manager tool, which is
included in the Capture Pro Software Network Edition distribution.

Before running the tool, you will need to know the following:
+ Server Name — user-friendly label for the server.

* Hostname — the machine name or IP address of the server.
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* Function — the function of that server, either Main (License and Remote
Administration) or Output (optional Remote Output).

This information will be used as input to the Server Map Manager tool for
generation of the Server Map which will be used in later steps.

See the Worksheet that you filled out in Step 1 (Site Planning) in Appendix C.
See Appendix B, Server Map for using the Server Map Manager tool.

Step 9: Optional: Output servers are not self-configuring. Many job setups are dependent on the
Installing the Output installation of various plug-ins, the existence of particular paths and
Server directories, or other optional manually configured parameters. It is the

responsibility of the system administrator to configure the Output server so that
all necessary support software and other configurations are in place to support
the job mix that is intended to be processed on the server.

IMPORTANT:

» The Remote Output server can now be installed on the same server as the
Capture Pro Server Software. However, it is still recommended, for overall
system performance, to have the Capture Pro Server and Remote Output
Server on separate servers.

» If the Remote Output Server is installed on the same server as the Capture
Pro Server Software, do not uninstall the Remote Output Server or the
Capture Pro Server Software will no longer work. You will need to uninstall
and re-install the Capture Pro Server Software in order to get the Capture
Pro Server working correctly.,

The KCSServer Map.xml file created earlier must be available through the file
system while installing the Capture Pro Output Server Software.

The Output Server Module Software may be downloaded from the http:/
www.kodakalaris.com/go/CaptureProNEDownload website, or installed from
the optional Capture Pro Server Software disk. Capture Pro Server Software
disk.

1. Start installation:

» Download, save and run CapProNEOSMSW _x_x.exe from the website.
At the language screen, select the desired language and click Next.

Click 1 accept after you have read and agreed with the terms of the
Software License Agreement, then click Next. The Browse to screen will
be displayed.

4. Click Browse and locate the server map file (KCSServerMap.xml) that you
created using Appendix B and click Open, then click Next.
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5. To enable a secure client/server connection, select the Enable HTTPS
checkbox.

Alaris Capture Pro Batch Output Server - InstallShield Wizard -
Enable Secure Connection
Configure server for secure connection

To support secure communication with dient applications, servers should be configured with
HTTPS

< Back ” Mext = ‘| Cancel

NOTE: If License server and Remote Admin server software are installed with
the HTTPS option enabled, then check the Enable HTTPS option here
for Remote Output server software, as the configurations must be
identical.

NOTE: If you are upgrading existing software, the current connection mode
will be retained. To enable an HTTPS connection, refer to “Optional:
Configuring IS HTTPS site binding with a CA certified SSL Certificate”
on page 14 in Appendix A.

Click Next. The Setup Type screen will be displayed.
Select Typical and click Next.

® N o

Click Next on the Information screen.
9. Click Install on the Ready screen.
10. Click Finish on the Successfully installed screen.

NOTE: Output servers initiate connection with the License/Admin server
immediately upon completion of installation.

TIP:  When outputting to external shares, the use of Credentials in the Job
Setup will provide access to the external shares. See the section
entitled “Credentials” (Job Setup Output tab), in Chapter 2 of the
Administrator's Guide for Alaris Capture Pro Software.

e
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Step 10: Optional: Use The batch information used for batch monitoring is stored in a default Microsoft

SQL Server database Access database. In situations where a large number of batches are
monitored, the use of a Microsoft SQL Server database may improve
performance. Capture Pro Software includes a default Microsoft Access
database. You have the option of providing your own Microsoft SQL Server
database for use by the Capture Pro Remote Admin Server.

e

The target database will be rebuilt if it exists.
Please backup your target database first 1111

Target DB Engine

" Pccess Cumrent DB Engine

& SQL Server
saLSever |
User Name I—
Password I—

Switch | Cancel |

The Batch Status DB Engine Switcher utility is used to create a new Access or
SQL Server database and configure the database for use by the Capture Pro
Software Server.

NOTE: Each time you switch between Access and SQL Server or SQL Server
and Access a new database is created. Your existing data will be
lost.

The Batch Status DB Engine Switcher may be downloaded from the http://
www.kodakalaris.com/go/CaptureProNEDownload website, or installed from
the optional Capture Pro Server Software disk.

1. Complete the installation of the Capture Pro Server Software as outlined in
Steps 2 through 6 above.

2. If this is not a new installation, backup all data from the existing database
for any data that you want to keep.

3. Start the installation:
« Download, save and run BatchMonDBTool.exe from the website.
4. Select the target DB engine that you want to use.

» When selecting SQL Server, provide the SQL Server host name and
the user name and password required to access the database.

5. Select the Switch button to create and configure the selected database. A
database named BatchStatus will be created.
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Step 11: Installing the The KCSServerMap.xml file created earlier must be available through the file

Network Edition client system while installing the Capture Pro Software Network Edition client. The

software installer will prompt you to browse to and select the KCSServerMap.xml file.
This can be accomplished by shared or mapped folder, portable media device
or any convenient mechanism.

1. Start installation:

* Download, save and run CapProNECIlientSW_x_x.exe from the http://
www.kodakalaris.com/go/CaptureProNEDownload website.
2. From the menu, select a language, then select Install Capture Pro
Software. The License Agreement screen will be displayed.

3. Click I accept after reading the License Agreement and click Next. The
Hardware License Key screen will be displayed.

PAIaris Capture Pro Softw. are —"_I,ie_ Wizar

i Hardware License Key

If you will be using a USE Hardware Key, please inzert the key into
alJSE port now.

@ | will nat be using a USE Hardware Key

0 | have inzerted my USE Hardware Key

< Back ][ MNext > ]l Cancel
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4. If you will be using an optional hardware key, check that the hardware key
is plugged in and select | have inserted my USB hardware key, then click
Next.

The Installation Type screen will be displayed.

P Capture Pro Software - Ins

Installation Type

“vou can install thiz product az Alaris Capture Pro Standalone or az Alariz Capture Frg
Metwark. Edition Client. A

Toinztall a2 a client of Alars Capture Pro Metwork, Edition, check the box below,

Inztall az Alariz Capture Pro Metwark E dition Client

[ < Back ]l MNext > ][ Cancel I

5. Check Install as Capture Pro Network Edition Client and click Next. The
Server Configuration screen will be displayed.

' Alaris Capture Pro Software -]

Server Configuration

Setup your licenze zerver, admin zerver and remote output server,

Select a zerver map file with pre-configured zerver addresses:

Z i\J\.hetl.-\.lc'rk I;:.clit.inn;*.K.I':E;S erverl:ﬂ ap. :-:mi

Browse

[ < Back ][ et > ” Cancel

Click Browse. The Select File dialog box will be displayed.
Locate the KCSServerMap.xml file and click Open.
On the Server Configuration screen, click Next.

Select Typical on the Setup Type screen and click Next. The Information
screen will be displayed.

© ® N>

eeeEEE©EEEEEEEE—E—©©—E——————————©—©———©———©E——©———©——©————©—————©—————©——©—————©—————©————————————©———©———©———E———©——©—————©©——©——©©—©—©—©—©—©———
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Step 12: Initially starting
up the Network Edition
client

10. Click Next. The Ready to Install the Program screen will be displayed.

11. Click Install. A progress bar will be displayed while the software is being
installed. After the window closes, there will be about a 25-second delay
before the Installation Finished screen is displayed.

12. Click Finish.

The client installation is complete and you can start Capture Pro Network
Edition Client.

Remote Administration requires that each client have an identical set of setup
files except Page setups since they are scanner-specific. When each client
starts up for the first time, it will “synchronize” with the server.

Synchronization refers to the initial process of making the setups on the
Remote Administration server and client identical. This occurs each time
Capture Pro software is launched on a client. Once clients have performed
their initial synchronization, periodic automatic updates will maintain identical
setups on each client and the server.

The Remote Administration server does not come pre-loaded with an initial set
of setup files, therefore, whichever client starts up first following installation will
have its entire collection of setups copied to the server. Subsequent clients
will, upon startup, have their local copies of any identically named setups
overwritten by those on the server. (Uniquely named setups on a client will
always copy up to the server then be automatically downloaded to all clients.)

IMPORTANT: For initial synchronization following installation, it may be
desirable to identify a client to act as the “seed” client: any
setups from this client will be copied to other clients, overwriting
setups with identical names. It is recommended to back up each
client before proceeding with initial startup, or take other steps
fo ensure that identically named but differently configured
setups are not accidentally overwritten, for example, during an
upgrade installation.

1. Select a client to act as the “seed” for the NE workgroup. Setups from this
workstation will be transferred up to the server, and then down to the other
workstations in the group.

2. Start the client. A dialog box will be displayed indicating that
synchronization is in progress.

3. After the initial client synchronization is complete, other clients may be
started in any order.

NOTES:

» During subsequent startups, each client will detect that initial
synchronization has occurred and this “seed” client process will not be
necessary.

» To avoid confusion when reviewing information on the CPDashboard, each
client should be given a unique Workstation ID and Name.
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Fail over setup

Fail over is a semi-automatic operation which is intended to make it easier for
an administrator to recover from a server outage by having a pre-configured
backup server waiting off line which can easily be brought on line and utilized
by clients without having to update each individual client's server map.

To set up a server for fail over:

1. Use the Server Map Manager tool to add two License/Admin (Main)
servers to the Server map. Install that Server Map on all clients and
Remote Output servers.

2. Install the Capture Pro Software on the primary server as instructed in the
server installation procedures.

3. Using the License Manager on the primary server, release the license by
selecting Release License on the Release License tab.

4. Install the Capture Pro Software on the secondary server using the server
installation procedures and the same Software Serial number as used on
the primary server.

5. Using the License Manager on the secondary server, release the license
by selecting Release License on the Release License tab.

6. Using the License Manager on the primary server, get a license by
selecting Get License.

If primary server fails:

* Using the License Manager on the secondary server, replace the lost
license by selecting Replace Lost License on the Replace License tab.
After receiving your replacement license, contact Alaris Service and request
that your “replacement license count” be reset.

NOTE: After getting or replacing a license 1IS must be restarted.
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2 Using the CPDashboard

Contents Running the CPDashboard ............ccociiiiiie i 2-1
i [0 0 0 = SR 2-3
BatCh Status ......cceoviiiiei 2-3
SELUPS TOOL ...t 2-5
Browser Configuration for Setups tool.............cccciiiiiiieee, 2-6
INtErNEt EXPIOIEr .....eeieeeie e 2-6
Remote Output Batch Status...........cccoooiiiiiiiii e, 2-8
License management ..........ceuiiiiiiiiiin i 2-9
ADOUL ... 2-9

The Capture Pro Dashboard (CPDashboard) is a browser-based application
which can be run from any PC that can access the Capture Pro Software
Server.

The CPDashboard is implemented using ASP.NET core and can be launched
using browsers such as Google Chrome, Microsoft Edge, and Internet
Explorer.

Some CPDashboard functions (such as loading licenses) are ONLY available
when the application is run directly from the server (i.e. from localhost). Most
functions are available from all clients.

Running the To run the CPDashboard, enter the following URL:

CPDashboard http://hostaddress/KCSNEDashboard/CPDashboardTestPage.aspx#/Home,
orif HTTPS is enabled, type in:
https://hostaddress/KCSNEDashboard/CPDashboardTestPage.aspx#/Home,
where hostaddress is the server name or the domain host name associated
with the CA certified SSL certificate.

NOTE: The Capture Pro Network Edition installer is shipped with a Self-
Signed certificate, which is installed by default. Navigating to the
dashboard through your web browser will display an error. To bypass
the error and see the content, select Continue to this website (not
recommended).

a/] There is a problem with this website’s security certificate.
A

The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the

server.

We recommend that you close this webpage and do not continue to this website.
@ Click here to close this webpage.
W Continue to this website (not recommended)

= More information
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All CPDashboard panels share a common navigation bar.

Alaris Capture Pro ‘ Home ‘ Batch Status ~ Remote Output Batch Status  License Management

The navigation bar provides the following options:

+ Home — contains graphs and other meters to convey high level system
operation, such as license utilization and batch counts.

« Batch Status — provides information on batches in the system and allows
an operator to selectively view the state of a filtered subset.

* Remote Output Status — provides information on batches currently being
processed by the Remote Batch Output server(s).

» License management — provides a mechanism for loading license files
into the system and displays details of license usage.

« About — provides general information about the CPDashboard, and a
localization interface for CPDashboard language selection.

The information on the panels can be sorted by selecting one or more (shift-
click) column headers. This sort will remain in effect until the table is refreshed
at which point it will revert to its original order and any selected line items will
revert to the first entry in the table.
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Home The Home panel contains the following:

Alaris Capture Pro ‘ Home ‘ Batch Status  Remote Qutput

License Utilization

30+ "

20 @ % Used
10+

Admin  Indexing A c E G
Output AutoImport B D F DX
License Level

Workstation  Normal  Processing  Processed  Error | Other | Total
Capture_3 2 o 27 o 0 29

Capture_1 0 0 8 0 2 10

Capture_2 0 0 1z 0 0 1z

Refresh
| J

License Utilization graph — displays the percent utilization for each license
level contained in the currently loaded license file. It will automatically refresh
and rescale based on current usage.

Batch Count chart — displays the current batch counts for various states on
each workstation. These are Normal, Processed, Processing, Error and
Other. Other represents miscellaneous transitional states and Deleted. This
chart does not update automatically.

To refresh the chart, click Refresh.

Batch Status The Batch Status panel of the CPDashboard can be used to view information
about batches in the system. Every batch in the system will be reported to the
Batch Monitor service which maintains a database of in-process batches. A
batch is added to the database upon creation, and every status change will
result in a new entry in the batch’s history file and an update to its detailed
batch information.

Each batch is primarily identified by the workstation which created it (simply
referred to as “Workstation”), Job Name and Batch Name. This primary
identifier will remain with the batch as it moves from workstation to workstation
for indexing or remote output steps, if other workstations perform indexing
operations, or if it is moved to another server for remote output.
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Batch Status operation

Upon initial entry to the Batch Status panel, a Filters dialog box will be
displayed. You can enter filter criteria into the auto-fill boxes for Workstation,
Job Name, User, or Status. The auto-fill box will present a drop-down menu
which shows possible selections based on the character(s) entered and
current database contents. Filters can contain any combination of the four
possible selection criteria. To view only selected batches within a specific
period of time, a Start Date and End Date may be specified. The Maximum
statuses to display may be used to change the maximum number of batch
status entries that will be shown in the table. To view information for all
batches, up to the number of Maximum statuses to display, do not enter any

filter criteria.

Maximum number of batch statuses

|350 | |350 |
Start Date Start date
‘ e \ I
End Date End date
L | L |
= =y
Empty with “c” entered

- -
Filters Filters

Workstation Workstation
\ | € |
Job

‘ Capture_1 |
\ |
User ‘User :
\ | \ |
Status Status

Maximum number of batch statuses

NOTE: Afterinitial display, the dialog box will also contain a Cancel

button.

When Select is clicked, the Batch Monitor service will return batch information

for all matching batches.

Alaris Capture Pro Home | Batch Status i Remote Cutput

Bateh Summary Re=fr=sh Selected Batch Detail

Computar Mams

3o

EASTMAN-SOTOLGA

Re=ady & Scan - s RO

3o Batch Bateh | Batenoss
Ready tz Szan - Batenoss _—
Rmady b= Scan - BatchOSS 2
Ready t= Szan - Bat=n0ST
Ready to Scan - BatchOss * feopaes
Ready to Scan - BatcnOss =yssgmin
Ready to Scan - BatohOsd o T
Resdy 0= Scan - Bamenos3
Capturs_1
Resdy to Scan - Baten0S3 2013.11.20 17:04:11 DELETED =
Captur=_1 Resdy bz Scan - EamcnOS1 2013.11.20 17:04:05 DELETED - | =yzadmin
Cantur=_1 Ready to Scan - | Bateh0S0  2013.11 20 17:03:50 | BELETED 20132121 07-01:03
Captur=_1
Selected Batch History =r | Local Dutout Server
4 e Sutput Us=s
Computer Name Event Time - Status. Errar

KM-DI-WSS620H1
KM-DI-WSS620H 1
KPM-DI-WSSE2DH1
EASTMAN-SOIOLGA
EASTMAN-SOIOLGA

11/21/2013 7:01:03 &AM
1142172013 7:01:03 &M
11/21/3013 7-01:06 AM
11/21/2013 7-01:08 &8
11/21/2013 7:01:08 &M

PROCESSING
noARMaL
UPLOADING
PROCESSING
PROCESSED

Location =

Starting Des 1D
First Doe 1D

Last Doc ID

Siz= OF Images

Document Count |2

Batch Summary — contains summary information for batches currently in the
Network Edition workgroup which match filter criteria (in the example above,
no filter criteria were specified).
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When a batch is selected in the Batch Summary panel (for example,
Batch#023) the batch information detail will be displayed in Selected Batch
Detail panel and the batch’s history will be displayed in the Selected Batch
History panel.

Selected Batch Detail — contains the most recent batch information. Each
time the status of a batch changes, the new information overwrites the
previous detail in the database.

Selected Batch History — contains one entry for each reported batch status
change. The same status may appear several times if a batch is reprocessed
or sent to a Remote Output server.

Refresh — redisplays the dataset using the last selected filter set.

Filters — displays the Filters dialog box enabling the entry of new filter criteria
and selection of new batch information.

Purge— this button is only displayed when the CPDashboard is run on
"localhost". It is used to periodically purge the database of deleted batches.
Performing this operation will remove deleted batches from the summary and
history tables, and also remove related counters from the batch statistics table.

Setups Tool The Setups Tool is a convenient way to delete or rename Job, Page, User,
Group, Shortcut, Scanner and Auto Import setups.

Alaris Capture Pro Home | Batch Status ‘
Batch Summary |Refresh| |Filters| |Purge| |Setups Tool|
|I1 4 | Page | r k|
| Wal F_I n Date Status Error

Workstation

1. Click the Setups Tool button on the Batch Status page. The Setups Tool
will be displayed.

NOTE: If the security error message, Your browser Security Settings
do not allow this option. Please see the Network Edition
System Guide for more information is displayed, then you will
need to change the security settings of your browser or launch
the tool manually. For more information, see the next section.

2. Select the appropriate category for the type of setup file you want to delete
or rename.

3. Right-click on the desired setup file in the list.
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4. Select Rename or Delete.
=loix)
Category IJob Setup 'l

Page Setup

Mame User Setup | Size I Type | Date Modified |

] Ready t Group Setup 57293bytes  zp  11/12/2013 8:31:45 FM

i-ﬂ Sample | Shortcut Setup 7831 1bytes Iip 11/14/2013 8:25:55 FM

1] Scan to| Scanner Setup 15673bytes  zip  11/14/2013 B:29:56 FM

] Scan tolariimpor Setu 17248bytes  zZp  11/14/2013 82956 FM

i-ﬂ Scan to Alfresco? zip 17720bytes Iip 11/14/2013 8:25.57 FM

i-ﬂ Scan to Alffresco3.zip 1543 bytes Iip 11/14/2013 8:25:58 FM

i-ﬂ Scan to e-mail zip 52850bytes Iip 11/12/2013 5:00:40 FM

i-ﬂ Scan to PDF zip 51407bytes Iip 11/12/2013 5:00:40 FM

i-ﬂ Scanner.zip 386bytes Iip 11/14/2013 8:25:58 FM

] Shared zip 333bytes  zip  11/14/20138:2958 FM

i-ﬂ toRO zip 12260bytes Iip 11/14/2013 25410 FM

2] Willam zip 92626bytes  zip  11/14/2013 B:29:58 FM
Browser Configuration To use the Tools Setup utility, an adjustment is required to your browser’s
for Setups tool Local Internet security settings.
Internet Explorer 1. Launch Windows Internet Explorer.

Select Tools>Compatibility View Settings.

Check the option Display intranet sites in Compatibility Views..

Compatibility View Settings s

I / v Change Compatibfity View Settings
g

Add thes website:

Websites you've added to Compatibility View:

[+ Display intranet sites n Compatibility View)
[[]use Microsoft compatibdity lists
Learn more by reading the Internet Explorer privacy statemeant
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4. Inthe ActiveX controls and plug-ins section change the setting of Initialize
and script ActiveX controls not marked as safe to Enable or Prompt.

Security Settings - Local Intranet Zone g|

Setkings

|¢| Download unsigned Activel controls
O
O
@)

¢ Initialize and script Active controls not marked as safe for s

Enable

O
®
O
®
O

| Run Activel controls and plug-ins

O
O
®
i)
<
*Takes effect after vou restart Internet Explorer

Reset cuskomn sekkings

Resettor | Mediume-low {def ault) v

[ Ok ] [ Cancel ]

NOTE: Browsers that do not support ActiveX will not be able to use the
Setups Tool button to launch the tool. The tool may be launches
manually by running the executable file found at:

\inetpub\wwwroot\
KCSNEAdminService\bin\KCSNetEditionSetupsTool.exe
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Remote Output Batch When the optional Remote Output server is used to process and output

Status batches from clients, the Remote Output Batch Status panel may be used to
display the status of these batches. The primary purpose of this table is to
provide a view of the batches currently being processing or waiting to be
processed by the Remote Output Server(s).

Alaris Capture Pro Home Batch Status | Remote CQutput Batch Status ‘ License Management

When the Remote Output server completes processing of a batch, the
information will be removed from the table and sent to the Batch Status table. If
the batch fails, the status will be Error and the description will be displayed.
The full description may be found in the Output log.

Alaris Capture Pro Home Batch Status | Remote Qutput Batch Status i

Remote Dutput Batch Startus

o[ iy om| Max simultan=ous batches | 200~ |
DutpulServEr . ka‘_'ﬂ.:ltlnﬂ Job Balch Status Time :SEBD.IS | Descriplion ) )

Local Output Server | Capbure_1 Ready to Scan - BalchOB1 11/20/2013 5:04:16 PM DELETED

Lab Server Caplure_1 Ready to Scan - | BatchOB2 11/20/2013 5:04:18 PFM DELETED

Local Output S=rver  Caplure_1 Ready to Scan - | BalchOB3 11/20/2013 5:04:20 PM - DELETED

Lab Server Capbur=_1 Ready to Scan - | BatchOBd 11/20/2013 5:04:22 PM DELETED

Local Output Server Caplure_1 Ready to Scan - | BatchOBS 11/20/2013 5:04:24 PM  DELETED

Lab Server Captur=_1 Ready to Scan - | BatchOBE 11/20/2013 5:04:27 PM DELETED

Local Output Server  Caplure_1 Ready to Scan - | BatchOB7 11/20/2013 5:04:29 PM  DELETED

Lab Server Caplure_1 Ready to Scan - | BatchOBB 11/20/2013 5:04:31 PM DELETED

Local Output Server  Caplure_1 Ready to Scan - | BatchOB9 11/20/2013 5:04:33 PM DELETED

Lab Server Caplure_1 Ready to Scan - | BatchOS0 11/20/2013 5:04:35 PM DELETED |

Local Output Server  Caplure_1 Ready to Scan - | Batch091 11/20/2013 5:04:38 PM  DELETED |

Lab Server Captur=_1 Ready to Scan - | Batch092 11/20/2013 5:04:40 PM DELETED

Lab Server Capture_1 Ready to Scan - | Batch096 11/21/2013 6:58:59 AM PROCESSED

Local Output Server | Capbure_1 Ready to Scan - | Bslch097 11/21/2013 6:59:20 aAM PROCESSED |
o] | Qi

The Batches per page is used to set the number of status items to display on
each page.

The Maximum statuses to display may be changed to view one or more pages
of statuses. The size of the Remote Output Batch status table is dependent on
your specific NE environment. For example, if the Remote Output server
processes mostly small batches from a small number of clients, then the
queue of batches waiting to be processed may be small and the Maximum
statuses to display may be set at 25. However, if during a peak period, you
have many clients sending many batches to the Remote Output server, you
may need to set the size to 300 to see all the queued batches. This value may
only be set from the Capture Pro Software Server (the Main server). This table
will be cleared whenever the Main server is restarted.
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License management Network Edition clients can optionally obtain licenses from a central license
server. License server administration is managed by the License Management
panel of the CPDashboard.

Alaris Capture Pro Home Batch Status  Remote Cutput Batch Status ‘ License Management | About

Serial Number 9874566547891164

Refresh
HWID 184ead3f1f32044b70d246da6de3dofebsbo

License Level  Quantity  Available User Comp Address Level | Time Granted Expiration Optiens
Admin 1 1 BatchOutputSen | kp-di-w9x7x0f1 Qutput 11/25/2013 8:19:56 AM 11/25/2013 11:20:57 AM

A 103 103 BatchOutputSen  EASTMAN-S0I0LGA Output 11/25/2013 5:14:56 AM 11/25/2013 11:21:57 AM

Indexing
AutaImpart

Qutput

Optional Features  Quantity | Available

Arabic DGR s s

The License Management panel contains:
+ A serial number which identifies the customer’s license.
* The Hardware ID that uniquely identifies the computer.

» Atable of licenses which shows, for each license level, the quantity
purchased and the quantity available.

» Atable of current users which provides user name, computer address, the
time the license was granted, and the time the license will expire.

Refresh — refreshes all displays.

About The About screen contains general information about the CPDashboard.
Alaris Capture Pro Home Batch Status = Remote Cutput Batch Status ~ License Management | About |
About

© 2017 Kodak Alaris Inc. All Rights Reserved. V5.5.0

Language

English -

Language — allows you to select a language to apply to all CPDashboard
displays. Upon selecting a different language, you must use the browser’s
Refresh button to reload the page. The navigation bar will not reflect a
different language selection until a page refresh occurs.
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3 Troubleshooting
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Error Iogging and All Network Edition components (processes, services, etc.) use the Windows

reporting Event Log facility for reporting errors. Following is a brief overview of the Event

Viewer. Please refer to Microsoft documentation for details.
The Windows Event Log

» Enables Capture Pro to use the same well established event reporting
mechanism as all other Microsoft applications and operating systems.

» Provides a single, chronologically ordered record of all Network Edition
related events without having to open multiple text files. This allows
Technical Support to get a single view of a set of messages that may
surround a single failure yet originated from different places in the system.

» Provides basic filtering and sorting on Event Source, Severity Level
(information, warning, error), Time and Date, Source, and ID.

» Use other third party tools such as Windows PowerShell to write scripts to
directly monitor and sort events and help flag errors and other events such
as batch counters, licenses issued, etc.

* Allows administrators to export logs in various forms, including .csv, for
analysis using other tools.

The event log can be accessed by right-clicking on Computer and selecting
Manage or by selecting Administrative Tools from the Control Panel.

Capture Pro “Classic” logs

A plain text file NE.log is included in the same directory as other Capture Pro
text based logs (typically C:\Documents and Settings\All
Users\Documents\KCS Pro\Log\NE.log). Information in this log typically
reflects user visible dialogs and echoes the content of the Windows Event Log.
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Validating 1. Start the Server Map Manager application.
communication and 2. Open the server map and individually select each server and click the
connectivity Check Server button.
+ If the test is successful, a server will show as available in the Status list.
+ If the test fails, a server will show with Health Check failed in the Status
list. The failure of the Server Map Manager test may be due to an error
in the Server Map. Use the Server Map Manager to delete any failed
servers, then add them again and test with Check Server.
If the License server and Remote Admin server still fails, attempt to connect to
the web service directly by entering below URLs into a browser running on NE
Client:
http://mylicenseserver/LicenseService/LicService.svc
or if HTTPS is enabled, type in:

https://mylicenseserver/LicenseService/LicService.svc

Replace mylicenseserver in the URL with the name or IP address of the actual
Licenser server and Remote Admin server or domain/host name associated
with CA certified SSL certificate.

If there is a problem with web service, Kodak Alaris recommends uninstalling
and reinstalling the software on both the server and the client. If the problem
still persists, contact customer support..

LicService Service

You have created a service.

To test this service, you will need to create a client and use it to call the service. You can do this using the svcutil.exe tool from the
command line with the following syntax:

svcutil.exe http://eastman-ofrrf90/LicenseService/LicService.svc?wsdl

This will generate a configuration file and a code file that contains the client class. Add the two files to your dlient application and use
the generated client class to call the Service. For example:

c#

class Test
{
static void Main()

o
tn
n
H

icServiceClient client = new Li
/f Use the 'client' wvariable to call operations on the service.

/ BAlways close the client.

client.Close();

Visual Basic

Class Tesat
Shared Sub Main()

If you do not see the LicService screen, troubleshoot the License/
Admin server (see the next section).

eeE©EEEEE—©——©EE——©————————————————————————————©—————©——————E———————©——————©—————E©——————————————©—————————©——©———©©———©——©©———©——©©—©—©—©—©—————]
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License/Admin 1. Confirm that the server was properly set up to run web services by

Server repeating the web service connection test (see the section entitled,
. “Validating communication and connectivity”) on the server itself using
troubleshooting localhost in the mylicenseserver field of the URL. If you do not see the

LicService screen, the server may not be properly configured to recognize
web services. Use Appendix A, Configuring Windows Servers and IIS, to
check the configuration. Re-boot the PC when done and run the web
service connection test again on localhost.

NOTE: If the LicService still does not run after doing the above, it will be
necessary to consult Alaris Technical Support.

2. If the LicService successfully runs from localhost, try to ping the server
from a client, using the server’'s machine name. If this fails, ping again
using the server’s IP address. If you cannot ping using either the machine
name or IP address, it is possible that a firewall on the server is blocking
access. Ensure that http Port 80 is open. If there is not a firewall problem,
consult your network administrator.

3. Confirm that the KCPNEServiceUser on the Windows Server has been
successfully created and is a member of either the Administrators or
IIS_IUSRS group. If the client gets the following message upon startup of
Capture Pro: “Could not communicate with the Remote Admin Server. You
have to exit Capture Pro now”, then it could be that the
KCPNEServiceUser was not properly created during the installation of the
Network Edition Server. In this situation, manually add the local user called
KCPNEServiceUser to the Administrators group.

Configure By default, 1IS will recycle the DefaultAppPool, and in the process the license

DefauItAppPooI server will restart. This is generally a harmless process as logged in clients will
. simply experience a license renewal failure which automatically recovers.

recycle interval Some dialogs may become visible, however, which describe some detailed

errors related to encryption key resets and the renewal failure itself.

To eliminate these errors, the DefaultAppPool recycle can be configured so
that it occurs during “off hours” or by memory based methods. The license
service does not require a great deal of memory, but specific settings should
be determined for each installation based on typical user loads.
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The DefaultAppPool recycling interval should be set to periods where users
are typically logged off.

DefaultAppPool Properties [ 7]

Recycling |PerF0rmance I Health I Identity I

[V Recycle worker processes (in minutes): E 1740 |

[™ Recyele worker process (number of requestss: E. 35000

¥ Recycle worker processes at the Following times:

B
Remove, ..

Editi..

i

Memary recycling
Recycle worker process after consuming too much memory:
[~ Maximum virtual memory (in megabytes): B 500
[ Maximum used memory {in megabytes): E 19z
Ok | Cancel | Apply | Help |

NOTE: It is recommended that clients log off while configuring the
DefaultAppPool and then log in again.

Remote Output If the Remote Output server fails to start or you notice that the output server on
the License Management dashboard has not retrieved a license, make sure
server - oo . L
the Windows Still imaging component is installed.

The Windows Still imaging component is part of the feature “User Interfaces
and Infrastructure”, Desktop Experience”. See the section entitled, “Installing
the Windows Still imaging component on Server 2008” later in this chapter for
more information.

Adding a hew user When a client is first launched after a new user has been added to the system,
you may find that you are not able to log in using the new user ID. You must
first log in using an existing user ID. After the client has synchronized with the
server, you may log off and log in using the new user ID.

Batch Naming — The Batch naming option, Daily Counter Reset, will not work properly for most
Dailv Counter Reset Job Setup configurations in a Network Edition installation. The batch number is

y maintained by the server for all clients that use the specific Job Setup. The
resetting of the batch counter is ambiguous. It is recommended that this option

is not used.
Hosting Active Using the server to host an Active Directory Domain Controller or the Windows
Directory Domain Server Update Services may result in Internal Server Error 500.

Controller or
Windows Server
Update Services
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License renewal

Internal Server Error
500

A client license may become stale when the 1IS Default App Pool recycles.
When this occurs, a message box will be displayed asking the user if they want
to renew their client license. To suppress this message box the following may
be added to the “env.info” file.

[Network Edition]
MaxRetryRenew = 5
RenewWithMsgBox = 0

If RenewWithMsgBox = 0, the client renewal message will not be displayed.

If RenewWithMsgBox is not defined or if RenewWithMsgBox =1, the
renewal message box will be displayed.

Setting RenewWithMsgBox = 0 is especially useful for Auto Import clients that
may not have an operator to acknowledge the renewal message.

If you are using Server 2008 R2 or Server 2012 to also host an Active
Directory Domain Controller or the Windows Server Update Services (WSUS),
you may encounter the Internal Server Error 500.

Server Error in Application "DEFAULT WEB SITE/KCSNEDASHBOARD"

Error Summary

HTTP Error 500.19 - Internal Server Error

The requested page cannot be accessed because the related configuration data for the page is invalid.

Detailed Ervor Information

Module DynamicCompressionModule Requested URL _ hitp:/. aspx

Physical Path  C:\inetpub\wwwroot\KCSNEDashboard\CPDashboardTestPage aspx

Logon Method  Anonymous.
Logon User  Anonymeus:

The error may be related to the compression scheme used by the Update
Service. Disabling compression may allow the 32- and 64-bit applications on
the server to work well together.

A-61994 March 2022

3-5



3-6 A-61994 March 2022




Appendix A Configuring Windows Servers and IIS

Contents Requirements for using Capture Pro Server Software with Windows
SErver 2012 R2 .. A-2
INstalling WCF SErviCes .......uoeiiiiiiiiiiieiiiieee et A-2
Installing and configuring [IS ..., A-5
INstalling WEDBDAV .........oooiii e A-6
Installing Windows Authentication .............ccccooiiiiiiii e, A-7
Installing and configuring IS 6 compatibility .............ccccceeeeiiiiiiiiinnnne. A-8
Installing User Interface - Desktop Experience
(Windows Server 2012 R2 ONlY).......ueeiiiiiieieeeiieee e A-9
Installing Application Development features............cccccoeeeeeiiiiniiinnns A-10
11S 8.0 Configuration (64-bit) ..........cooviiiiiiiiiiiie e, A-11
Improved WebDAV SECUTItY.........oooiiiiiiiiiie e A-12
Optional: Configuring IIS HTTPS site binding
with a CA certified SSL Certificate .........ccccoooiiiiiiii e A-14

A-61994 March 2022 A-1




Requirements for
using Capture Pro
Server Software with
Windows Server 2012
R2

Installing WCF Services

Before you install Capture Pro Server Software:

Verify that Windows updates are installed.

Install Microsoft .NET Framework v? SP1. See the section entitled,
“Installing Microsoft .NET Framework v?”.

Install Internet Information Services (IIS). See the section entitled, “Installing
and configuring 1I1S”.

Install WebDAV. See the section entitled, “Installing WebDAV”.

Install Windows Authentication. See the section entitled, “Installing Windows
Authentication”.

Install 1IS 6 Compatibility. See the section entitled, “Installing and configuring
1S 6"

Install User Interfaces. See the section entitled, “Installing User Interface -
Desktop Experience”.

Install Application Development Features. See the section entitled,
“Installing Application Development features”.

Configure 11S8. See the section entitled, “11S8.0 Configuration (64-bit).

Before installation, you will need to install WCF Services.

1.

On the Start screen, click Server Manager.

Tt [
Administrator aa

= Server Manager

-@1F

Manage Tools View

@ v <« |ocal Server

B PROPERTIES
. For WIN-1UUAHB6C9BE

# Dashboard

=
H

i Local Server _
WIN-1UUAHB8ECIBE

WORKGROUP

= Computer name
BE All Servers Workgroup
L]

N File and Storage Services b

Windnws Firewall Private: (In
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3. Select Features and expand .NET Framework 4.7 Features from the

Features list

[ Add Roles and Features Wizard

t features

Sele

n

Select one or more features to install on the selected server,

m

Features

[m] .NET Framework 3.5 Features (1 of 3 instalied)
# of| NET Framework 4.7 Features (Installed)
| NET Framework 4.7 (Installed)
o ASPMET 4.7 (Instalied)

LR WCT Services (Installed)

= =} *

CESTINATION SERVER
WIN-JOTHNGIRCIS

Deseription

Windows Communication
Foundation (WCF) Activation uses
Windows Process Actvation Senice
to invole applications remotely over
the network by uting protocols such
~n

ARG R PRI

4. Select WCF Services and click the drop down to view options..

[ Add Roles and Features Wizard

Select features

tion Type Features

[m] .NET Framework 3.5 Features (1 of 3 installed)
# of| NET Framework 4.7 Features (Installed)
~f| NET Framework 4.7 (Installed)
7 [Installed)

HTTE Activation (Instalied)

Message Queving (MSMQ) Activation [inst
Named Pipe Activation (Installed)

TCP Actrvation (Installed)

TCP Port Sharing (Installed)

5. Select the following options and click Next.:
+ HTTP Activation
+ Message Queuing (MSMQ) Activation

+ Named Pipe Activation

Select one or more features to install on the selected server.

= =} *

CESTINATION SERVER
WINJOTHNGTRCIS

Description

Windows Communacation
Foundation (WCF) Activation uses
Windows Process Actrvation Service
to invoke applications remotely over
the network by weing protocols such
a5 HTTP, Message Queuing, TCP,
and named pipes. Cansequently,
applications can start and stop
dynamically in response to incoming
wiork items, resulting in application

hmrdinm thoak s mman s b

» TCP Activation - does this trigger port sharing automatically?

[ Add Roles and Features Wizard

Select features

Features

[m] MET Framewerk 3.5 Features (1 of 3 instalied)

4 |of| NET Framework 4.7 Features (Installed)

o NET Framewaork 4.7 (Installed)

o ASPMNET 4.7 (Instaliad)

P vices (Installed]

HTTP Activation (Instalied)
Message Queuving (MSMQ) Actrvation [Inst
Named Pipe Activation (Installed)
TCP Activation {Installed)
TCP Port Sharing (Installed)

LILSE S S

Select one or more features to install on the selected server,

= =} *

CESTINATION SERVER
WIN-JOTHNGIRCIS

Deseription

Windows Communication
Foundation (WCF) Activation uses
Windows Process Actrvation Service
to invoke applications remotely over
the network by using protacels sueh
a5 HTTP, Message Queuing, TCP,
and named pipes, Consequently,
applicatrons can start and stop
dynamically in response to incoming
wiork items, resulting in application

hmrdinm thoak s mman s b
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6. Click Install from the Confirmation screen.

s Add Roles and Features Wizard - =]

MATION SERVER
JOTHNGTRTIS

To install the following roles, role services, or features on selected server, click Install,

Restart the destination server automatically if required

| features (such as administration tools) might be o
ected automatically. If you do not want to install t
their check boxes

layed on this page because they have
ese optional features

click Previous to clear

JNET Framework 4.7 Features
WCF Services
HTTP Activation

TCP Activation
Named Pipe Activation
Message Queuing (MSMOQ) Activation

< Previous Next Install | Cancel
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Installing and
configuring lIS

If during NE server installation, the message Internet Information Services
(lIS) is required but not installed on this system. Please install IIS first is

displayed, you will need to install IIS.

1. On the Start screen, click Server Manager.

r &

Windows Administrative

Server Manager PowerShell Tools

o -

Task Manager

Tt [
Administrator aa

2. Select Local Server, then click Manage>Add Roles and Features.

(= Server Manager

« Local Server

= Computer name
B&E All Servers Workgroup

W% File and Storage Services I

Windows Firewall

3. Select Server Roles, then check

S8 PROPERTIES
. For WIN-1UU

= | O -
- @ I F Manage Tools View Help

AHB6COBE TASKS *

WIN-1UUAH86CIBE L3
WORKGROUP Wi

Private: (in

Web Server (lIS). The Add Roles and

Features Wizard will be displayed.

& Add Roles and Features Wizard

Select server roles

DESTINATION SERVER

Select one or more roles to

Roles

Server Roles

1M1 LA RRCO)
[ Add Roles and Features Wizard i

Add features that are required for Web Server (I1S)?

The following tocls are required to manage this feature, but do not
have to be installed on the same server.

4 Web Server (II5)
4 Management Tocls

[Tools] IS Management Console

Include management tools (if applicable)

Cancel

Cancel

4. Click Add Features and click Next.

5. Click Install.
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Installing WebDAV If during NE server installation, the message IIS component WebDAV
module is required but not installed on this system, continue
installation? is displayed, you will need to install the WebDav module.

1. On the Start screen, click Server Manager.

S‘ta I’t Administrator &

= T G

Windows Administrative
Server Manager PowerShell Tools

o -

This PC Task Manager

2. Select Local Server, then click Manage>Add Roles and Features.

= Server Manager - | o [

b I_OCE:]' Server | r Manage = Tools View

i PROPERTIES

E Dashboard For WIN-1UUAHB6COBE TASKS =
~
Computer name WIN-1UUAHB6COBE Lz
B All Servers Workgroup WORKGROUP W
5 File and Storage Services b Ld
Windows Firewall Private: (In Wi

3. Select Server Roles and expand the following:

*  Web Server (IIS)
«  Web Server
e« Common HTTP Feature

DESTINATION SERVER

Select server roles WIN-1UUAHEECIBE

Select one or more roles to install on the selected server,

Before You Begin

Installation Type Roles Description
server Selection ~ WebDAVY Publishing (Web
[ Remote Access Distributed Authoring and
[] Remote Desktop Services Versioning) enables you to publish
Features [ Volume Activation Services files to and from a Web server by
Confirmation ~ = using the HTTP protocol. Because
& . [+ [H] Web Server (IS} (8 of 43 installed) WebDAV uses HTTP, it works
4 [E] Web Server (7 of 34 installed) through mast firewalls without
4 [H] Common HTTP Features (4 of 6 installed) modification.
b L2l Dafaylt Docymment (loctallard)
Directory Browsing (Installed)
HTTP Errors (Installed) -
Static Content (Installed)
—
=
‘ebDAV Publishing
R of 6 installed)
i [®] Performance (1 of 2 installed)
b Security (1 of 9 installed) v
[<Previous | [ Net> | [ install | [ Cancel

4. Check WebDAV Publishing and click Next.
5. Click Install.
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Installing Windows

Authentication

If during NE server installation, the message IIS component Windows

Authentication module is required but not installed on this system,
continue installation? is displayed, you will need to install the Windows
Authentication module.

1. On the Start screen, click Server Manager.

Tt [
Administrator aa

G

Windows Administrative
Server Manager PowerShell

-

Task Manager

Server Manager

I

Manage Tools

i& Dashboard

S8 PROPERTIES
. For WIN-1UUAHEECOBE

B Local Server

ii All Servers

WIN-1UUAHS86COBE
WORKGROUP

Computer name

Workgroup

% File and Storage Services b

Windows Firewall Private: (In

3. Select Server Roles and expand the following:

Web Server (IIS)
Web Server
Security

[isi Add Roles and Features Wizard

Before You Begin Select one or more roles to install on the selected server.

Installation

Roles

4 [H] Web Server (8 of 34 installed) ~
[®] Commen HTTP Features (5 of 6 installed)
[®] Health and Diagnostics (1 of 6 installed)
[®] Performance (1 of 2 installed)
4 [E] Security (1 of 9 installed)
v| Request Filtering (Insta
[ Basic Authentication
[] Centralized SSL Certificate Support
[] Client Certificate Mapping Authenticatic
[ Digest Authentication _
[ 1S Client Certificate Mapping Authentic -
[] IP and Domain Restrictions
[ URL Authorization

[ Application Development

Fe

Confirmation

< n >

B

DESTINATION SERVER
WIN-TUUAHSECIBE

Description

Windows authentication is a low
cost authentication solution for
internal Web sites. This
authentication scheme allows
administrators in a Windows domain
to take advantage of the domain
infrastructure for authenticating
users, Do not use Window:
authentication if users w
authenticated access your Web
from behind firewalls and proxy
servers.

Cancel

4. Check Windows Authentication and click Next.
5. Click Install.
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Installing and If during NE server installation, the message IIS6 compatibility module is
configuring IIS 6 required but not installed on this system, continue installation? is
compatibility displayed, you will need to install the 11IS6 Compatibility module.

1. On the Start screen, click Server Manager.

Tt [
Administrator aa

G

Windows Administrative
Server Manager PowerShell Tools

Task Manager

) | r Manage  Tools View

i PROPERTIES

Dashboard For WIN-1UUAHS6C9BE
- ~
Computer name WIN-1UUAHB86CIBE Lg
i All Servers Waorkgroup WORKGROUP W
iﬁ File and Storage Services P L3
Windows Firewall Private: On w

3. Select Server Roles and expand the following:
+  Web Server (1IS)
+ Management Tools (Installed)

[ Add Roles and Features Wizard = | & -

DESTINATION SERVER
WIN-1UUAHS6COBE

Select one or more roles to install on the selected server,

Roles Description
z T T T e T ~ 1IS & Management Compatibility
[B] Web Server (9 of 34 installed) provides forward compatibility for
[ FTP Server your applications and scripts that
Fealuras 4 19 Mana -~ use the two |15 APls, Admin Base

Object (ABC) and Active Directory
Service Interface (ADSI). You can use
existing IIS 6 scripts to manage the
IS 7 Web server.

v 115

% 3 t Service (Insta
[ Windows Deployment Services
[ Windows Server Essentials Experience
[] Windows Server Update Services

< " >

4. Check IIS 6 Management Compatibility (Installed) and then click Next.
5. Click Install.

NOTE: This may also require the installation of the .NET 4.5 Framework.
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Installing User Interface - 1. On the Start screen, click Server Manager.
Desktop Experience
(Windows Server 2012 Administrator &
R2 only)

G

Windows Administrative
Server Manager PowerShell

Task Manager

2. Select Local Server, then click Manage>Add Roles and Features.

(= Server Manager - | o s

hA Local Server r Manage Tools View
_ B PROPERTIES z
1% Dashboard . For WIN-TUUAHE6CI9BE TASKS w
i Local Server ~
- Computer name WIN-1UUAH86C9BE L3
Wi All Servers Workgroup WORKGROUP W
ii File and Storage Services [ L3
Windows Firewall Private: On Wi

3. Select Features and expand User Interfaces and Infrastructure
(Installed).

[ Add Roles and Features Wizard = | E -

DESTINATION SERVER

Select features WIN-1UUAHSECOBE

Before You Begin Select one or more features to install on the selected server.

Installation Type Features Description
Server Selection [ SMB Bandwidth Limit A This contains the available User
Server Roles L] SMTP Server Experience and Infrastructure

options.

[] Telnet Client
[ Telnet Server
[] TFTP Client
4
¥| Graphical Management Tools and Infrastructur
v| Desktop Experience (Installed)

v Server Graphical Shell (Installed)

[ Windows Biometric Framework
[] Windows Feedback Forwarder
[ Windows Identity Foundation 3.5
[] Windows Internal Database

L= e n fomem ere wmom v

<| n [ >

4. Select Desktop Experience and click Next.
5. Click Install.
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Installing Application 1. On the Start screen, click Server Manager.
Development features

Tt [
Administrator aa

G

Windows Administrative
Server Manager PowerShell

Task Manager

Manage Tools

i PROPERTIES

For WIN-1UUAHS6COBE

i& Dashboard

= ~ ~

B Local Server

= Computer name WIN-1UUAH86CIBE Lg

Wi All Servers Workgroup WORKGROUP W

iﬁ File and Storage Services P L3
Windows Firewall Private: On W

3. Select Server Roles and expand the following:

*  Web Server (lIS)
+  Web Server
+ Application Development

=) Add Roles and Features Wizard HEIES

DESTINATIOM SERVER
WIN-1UUAHEGCOBE

Select one or more roles to install on the selected server.

Roles Description
; A ASP.NET provides a server side
[B] Security (2 of 9 installec) object oriented programming
4[] Application Development (2 of 11 installed) environment for building Web sites
7 NET e 3.5 ed and Web applications using
Confirmatien 7 - - . managed code. ASP.NET 4.5 is not
- o - simply a new version of ASP. Having
[ Application Initialization been entirely re-architected to
[ asp provide a highly productive
. programming experience based on
ASPNET 3.3 the .NET Framework, ASP.NET
ASP.NET 4.5] provides a robust infrastructure for
] building web applications.

ISAPI Extensions

ISAPI Filters

[] Server Side Includes

[] WebSocket Protacol
] FTP Server

Cancel

4. \Verify that the following boxes are checked:

+ .NET Extensibility 3.5
* .NET Extensibility 4.5
+ ASP.NET 3.5

+ ASP.NET4.5

* ISAPI Extensions

« ISAPI Filters

eeE©EEEEE—©——©EE——©————————————————————————————©—————©——————E———————©——————©—————E©——————————————©—————————©——©———©©———©——©©———©——©©—©—©—©—©—————]
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If any of the items need to be checked, select the item(s) and click Install.

If the following message is displayed during installation, click OK to
complete installation.

Windows Package Manager -

Note: PkgMgr.exe has been deprecated. Please update your scripts to
use DISM.exe to install, uninstall, configure, and update features
and packages for Windows,
See http://go.micresoft.com/fwlink/TLinklD=193329 for more
information.

Operation failed with 0x80070008

An attempt was made to load a program with an incorrect format,

IIS 8.0 Configuration 1. Open IIS Manager and select Application Pools.
(64-bit)

&/ Computer Management (Local
4 f} System Tools

b (D) Task Scheduler

b @ Event Viewer

b ] Shared Folders

b & Local Users and Groups|

P £} » WIN-TUUAHS6C9BE » Application Pools _ml

HZ & % Application Pools & Add Application Pool...

This page lets you view and manage the list of application pools on the Set ApplicationECEIEEE

Fl ‘i WIN-TUUAHBECIBE (4

b (&) Performance 1 server. Application pools are associated with worker processes, contain @ Help

& Device Manager one or more applications, and provide isolation among different
4 8 Storage b [8] Sites applications.

> Y Windows Server Backuy Filter: * ¥ Go - (g Show All | Group by:

&9 Disk Management — el
STttt

W) Intemet Information Se j (PDefaultappPool  Stated  v40 Integrated Ap

4 =
£ Services
& WMI Control

2. Right-click DefaultAppPool and select Advanced Settings.

4 (General) ~

.NET CLR Version

Enable 32-Bit Applications

Managed Pipeline Mode Integrated

Name DefaultAppPool =

Queue Length 1000

Start Mode OnDemand
4 CPU

Limit (percent) 0

Limit Action MNoAction

Limit Interval (minutes) 5

Processor Affinity Enabled False

Processor Affinity Mask 4294967295

Processor Affinity Mask (64-bit ¢ 4294967295
4 Process Model
I Generate Process Model Event L

Identity ApplicationPoolldentity

|dle Time-out (minutes) 20

Idle Time-out Action Terminate hd
NET CLR Version
[managedRuntimeVersion] Configures the application pool to load a
specific NET CLR version. The CLR version chosen should correspond to
the appropriate version of the .NET Framework being used by your applic...

[ ox | [ canca |

3. Set.NET CLR Version to v2.0 and set Enable 32-Bit Applications to
True.
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Improved WebDAV In some environments installing and enabling WebDAV may cause security
Security concerns. WebDAV security may be improved by specifying Authoring Rules.

1. Launch IIS.
2. Expand Sites and on the Default Web Site select NESUploads.

File  View Help
Connections
<- 7 |8

% Qj Start Page

9 /NESUploads Home

i, Filter: - Go - \ghShow All | Group by: Area - E-
-85 WIN-FNGBLEA2830 (WIN-FNGELE
i ASP.MET ~
e[} Application Pools & o
a-[g] Sites = @,. | A v ‘l'"l , ‘ —
4 € Default Web Site 2 F -0 : v e
MET NET NET Error MET MET Profile .NET Trust  Application

[ | aspnet_client

b KCPBatMon Authormat..; |0 Configure properties for compiling managed code ‘ Levtle Pettings
b P KCSNEAdminService gﬂt = g [al
b (5% KCSNEDashboard ab] ] == =]
(=¥ LicenseService Connection Machine Key Pagesand Session State SMTP E-mail
b (¥ NESDownloads Strings Controls
I =¥ NESUploads 15 i
s
- B A =
'{3 - \g_:il /] == ‘,5’[, €:_1
Authentic... Compression  Default Directory  Error Pages  Handler
Document  Browsing Mappings
= - gis =5 ’
: H 3. a= a
8 = 8 » & & |
Logging  MIME Types  Modules Output Request SS5L Settings WebDAV
Caching Filtering Authoring
Rules
Management ~

Select WebDAV Authoring Rules.

Select the default Authoring Rule.

Update the Authoring Rule to specify the user KCPNEServiceUser.
Click OK.

o 0o~ w

Edit Authoring Rule [ > |

Allow access to:

® All content

(O Specified content:

Example: *.bas, wsvc.axd

Allow access to this content to:
O All users
(O Specified roles or user groups:

Admin, Guest

® Specified users:

| KCPNEServicelser |
Userl, User2

Permissions
Read
Source
Write

| oK | | Cancel |

7. On the Default Web Site select NESRemoteBatch.

eeE©EEEEE—©——©EE——©————————————————————————————©—————©——————E———————©——————©—————E©——————————————©—————————©——©———©©———©——©©———©——©©—©—©—©—©—————]
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Select the default Authoring Rule.

Update the Authoring Rule to specify the user KCPNEServiceUser and
disable Read and Source permissions.

10. Click OK.

Edit Authoring Rule [ > |

Allow access to:

® All content

(O Specified content:

Example: *.bas, wsvc.axd

Allow access to this content to:
O All users
(O Specified roles or user groups:

Admin, Guest

® Specified users:

| KCPNEServicelser |
Userl, User2

Permissions
Read
Source
Write

oK | | Cancel

eeeEEE©EEEEEEEE—E—©©—E——————————©—©———©———©E——©———©——©————©—————©—————©——©—————©—————©————————————©———©———©———E———©——©—————©©——©——©©—©—©—©—©—©———
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Optional: If you want to use your own CA certified SSL Certificate, it has to be installed
Configuring Hs and added to Certificate manager under Local machine/Personal store.

HTTPS site binding Once the certificate is installed, follow these steps:

with a CA certified 1. Launch IIS manager
SSL Certificate 2. Select Default Web Site, then open Bindings... under Edit Site

U Internet Information Services (IIS) Manager =-|O -
® |0 » KODAK-SRVI2-2 » Sites » Default Web Site » ‘m Al @~
File View Help
= g Default Web Site Home =
@- cagl-§ Bl Explore
& Start Page O - Edit Permissians...
%, Filter: - ~ \gin Show All | G by:
4 € KODAK-SRY12-3 (KODAK-SR e e roup By E
- Application Pools ASP.NET ~ln
e =0 & i Bl
|60 Defauit Web te @ A~ | 434 L d ‘.\
» ¥ KCPBatMan NET NET  NETEwor  .NET  .NETProfile View Applications
5.9 KCSNEAdminSeril | Authorizat.. Compilation  Pages  Globalizstion e VBt
» ¥ KCSNEDashboard : e Y - = -
| = B BB M [ G
» - NESDownloads NETTrust  Application Connection Machine Key Pages and 2 Restart
b -2 NESUploads Levels Settings Strings Controls » st
’,:Q-ll B Stop
== Browse Website

Session State SMTP E-mail [®1 Browse ™80 (http}

Advanced Seftings...

IS ~
2 B 9 . = o
e ) 3 (V] = imits...
Authentic... Authorizat.. Compression  Default Directory @ Help
Rules Document  Browsing
e - b
a & e .
< I T 5| |[E Features View |i2 Content View
Ready

3. Select https and click Edit

Site Bindings
Type Haost Name Port IP Address Binding Informa...
http 80 *

Remove

Browse

1=

o

& -

- ]

Close
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4. Enter domain/host name (For e.g www.example.com), if the certificate is
associated with domain/host name. The SSL certificate drop down lists the
name of certificates. Click Select to view and select the certificate you

installed in Step 1.
Edit Site Binding [ |

Type: P address: Port:
https (Al Unassigned v| [as3 |
Host name:

|www.examp|e.cnm| |

[ Require Server Name Indication

S5L certificate:

|www.example.cc>m V|| Select... H View... |

| oK | ‘ Cancel |

5. When the warning message appears, select Yes

Site Bindings | x
? b4

Edit Site Binding
Type
http Type: IP address: Port: :I
ttps https All Unassigned vl |4.43 |
[ Edit Site Binding E3 - |

[ This binding is already being used. If you continue you might overwrite
the existing certificate for this IP Address:Port or Host Name:Port
combination, Do you want to use this binding anyway?

6. Click OK to close the Site Bindings window

eeeEEE©EEEEEEEE—E—©©—E——————————©—©———©———©E——©———©——©————©—————©—————©——©—————©—————©————————————©———©———©———E———©——©—————©©——©——©©—©—©—©—©—©———
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7. Read access has to be provided to the folder
“C:\Windows\System32\inetsrv\config.”

Select the Security tab and add the group name “lIS_IUSRS.”

| General | Sharing | Security | Previous Versions | Customize

Object name:  CAWindowsSystem 32\inetsrconfig

Group or uUser Names:

%ﬁdministlaturs (WIN-1D2LVDSIU7 P Administrators)
SIS _IUSRS (WIN-1D2LVDSIUTPIS_IUSRS)
82, wmsvc

ﬂ Tristadlnet=sllar
< | m

To change pemissions, click Edit.

Pemissions for 115_ILUSRS

Full contral

Modify

Fead & execute
List folder contents
Read

Write

For special pemissions or advanced settings.
click Advanced.
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Appendix B Server Map

The Network Edition Server Map Manager (SMM) is an application used
during the installation of Capture Pro Software Network Edition. It allows the
user to create and edit the initial KCSServerMap.xml file used by Capture Pro
Network Edition.

The KCSServerMap.xml contains the name and URL'’s of the License Server,
Remote Administration Server, and optional Remote Output server(s). The
Server Map is required when installing client workstations and any optional
Remote Output servers.

The Server Map Manager is found on the Capture Pro Server Software disk.
From the Capture Pro Server folder, select the Utilities folder and open the
Server Map Manager Tool folder. Launch the Server Map Manager application.

You can also copy the Server Map Manager Tool folder to a local drive and run
the application from there.

- " Network Edition Server Map Manager ;Iglll

— Create or Dpen Server Map ML File

Create ... |
Open ... |

— Servers

Server Mame IP Address / Machine Mame Type
| IMain j

Aidd Server, odify Semver | [relete Semver Check Senver | [T Auta Check Server

— Status

Tue Oct 191:33: Starting Client Service with MetMamedFipeBinding
Tue Oct 191:34 : Service Started

Clear |

Exit |
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Creating a new
server map .xml file
(adding servers)

2.

Select Create. A folder browser will be displayed.
Select the folder where you want to create a new Server Map .xml file.

NOTES:

* The file name KCSServerMap.xml will be appended to this path. There
is no way to override the file name. If a server map file already exists in
that folder, an overwrite warning will be displayed. If you select Yes, an
empty server map file will replace the existing file. There is no undo. If
you select No, the existing file will be unchanged.

* Information from the worksheet in Appendix C will be needed for the
remaining steps.

« For each defined server, Server Name and IP address/Machine Name
must be unique.

Add the License/Admin (Main) server first. Type in the user-friendly name
in the Server Name field and the IP address or machine name in the IP
Address/Machine Name field.

NOTE: If you have performed IIS site binding (HTTPS), enter the host name

4.
5.

associated with the SSL certificate in the /P Address/Machine Name
field.

Select Main from the Type drop-down box.

If the server has already been installed, check Auto Check Server to
verify communication to the License server.

Select Add Server. The SMM will validate the information before adding it
to the contents of the current KCSServerMap.xml file. When you add the
Main server, both the Admin server and License server will be added at the
same time. To add a backup Main server, repeat Steps 3-6.

--=__.Network Edition Server Map Manager

=10l x|

— Create or Dpen Server Map ML File

Create ... | ID:\Network E dtion\KC5 Servertd ap. xml
Open ... | I

— Servers

=]
= Admin
‘... hittp: #/DI-LabS erver! 0/KCSMEAdminS ervice/NE ServerService. sve
- License
... hitp: //DI-LabS erver 0/LicenseS ervice/LicGervice.sve

Server Mame IP Address / Machine Mame Type

|DI-LabServert [Main =]

License Server

Modity Server | Check Server | [T Auta Check Server

Delete Server

— Status

Tue Dct 19 1:37 : Waming: Mo Admin Servers Exist
Tue Oct 19 1:37 : Waming: Mo Output Servers Exist
Tue Oct 19 1:46 : Add Server Complate

Tue Oct 19 1:46 : Waming: Mo Output Servers Exist

Clear |

Exit |

B-2

A-61994 March 2022



7. Click Exit to close the Network Edition Server Map Manager window, or
continue with the next step to add a Remote Output server.

NOTE: The Remote Output server can now be installed on the same
server as the License/Remote Administration server. However, it
is still recommended, for overall system performance, to have the
Capture Pro Software server and Remote Output server on
separate servers.

8. Add the Remote Output server, if one is to be installed. Type in the user-
friendly name in the Server Name field and the IP address or machine
name in the IP Address/Machine Name field.

9. Select Output from the Type drop-down box.
10. Make sure Auto Check Server is not enabled.
11. Select Add Server. To add additional Output servers, repeat Steps 8-11.

12. Click Exit to close the Network Edition Server Map Manager window. The
completed server map .xml file will be saved in the folder selected in
Step 2.

NOTE: The Intel Standard Image Processing library is not installed on the
Windows 2008 server by default. If you see the system error, The
program can’t start because STI.dll is missing from your
computer. Try reinstalling the program to fix this problem,
see the section entitled, “Installing the Windows Still imaging

component on Server 2008” in Chapter 3, Troubleshooting.

Open — use to browse to and select an existing server map .xml file.

Modifying a server — changes made to server will overwrite the current
information in the servers list and in the current KCSServerMap.xml file. There
is no undo operation. When you select Modify Server, the SMM will validate
the information before adding it to the contents of the current
KCSServerMap.xml file. For each defined server, Server Name and IP
Address/Machine Name must be unique.

Deleting a server — deleting a server will remove the current information in
the Servers list and the current KCSServerMap.xml file. There is no undo

operation. When you select Delete Server, the selected item in the Servers
list will be removed along with the information in the KCSServerMap.xml file.

Auto Check Server — allows you to verify the connectivity of the server.
Auto Check Server is not checked by default. When it is checked, the server
connection will be verified any time a server is added or modified. If a
connection cannot be established, the appropriate errors will be displayed in
the Status list.

If Auto Check Server is selected at the time a KCSServerMap.xml file is
opened, each server's Connection Path is checked for connectivity. For each
connection that cannot be established, the appropriate errors will be displayed
in the Status list.

Check Server — allows the user to manually check any server selected from
the Servers list. If a connection cannot be established, the appropriate errors
will be displayed in the Status list.
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KCSServerMap.xml
contents

<?xml version="1.0" encoding="utf-8"7>
<KCP_Server Map xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:xsd="http://www.w3.0org/2001/XMLSchema">
<Servers>
<Server Type="Admin">
<ServerName>F90</ServerName>
<ConnProtocol>HTTP</ConnProtocol>
<ConnPath>http://EASTMAN-OFRRF90/KCSNEAdminService/
NEServerService.sve</ConnPath>
<UserName />
<Password />
</Server>
<Server Type="License">
<ServerName>F90 License</ServerName>
<ConnProtocol>HTTP</ConnProtocol>
<ConnPath>http://EASTMAN-OFRRF90/LicenseService/LicService.sve</
ConnPath>
<UserName />
<Password />
</Server>
<Server Type="Output">
<ServerName>CU</ServerName>
<ConnProtocol>HTTP</ConnProtocol>
<ConnPath>http://EASTMAN-ONPTOCU/KCSNEOutputService/
NEServerService.sve</ConnPath>
<UserName />
<Password />
</Server>
</Servers>
</KCP_Server Map>
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